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Answer Key: Your Guardian Shield: A Pre-K Cyber Safety Quest

How can our smallest digital citizens stay safe while exploring? Guide students through complex privacy
scenarios to build foundational security instincts.

1. You find a glowing ‘Free Toy’ button on your tablet that you didn’t ask for. What is the safest way to
handle this surprise?

Answer: B) Tell an adult and don't touch it

In cybersecurity, 'Click Bait' uses rewards to trick users; synthesis of this concept for a child means recognizing that
unexpected digital gifts require adult verification.

2. If a nice person in a game asks for your real home address, it is okay to tell them as long as you are
being polite.

Answer: B) False

Protecting PII (Personally Identifiable Information) starts with understanding that 'politeness' does not override the
safety rule of keeping location data private.

3. A strong digital 'lock’ for your tablet should be a secret that only you and your parents know.
Answer: C) Password

This requires the student to identify the concept of authentication (passwords) as the primary barrier against
unauthorized access.

4. You are making an avatar for a new game. Which 'Secret Identity' name is the safest choice to protect
your privacy?

Answer: C) Super_Space_Bunny

Safe online personas should not contain real names, ages, or locations. 'Super_Space_Bunny' is the only option that
practices full data anonymization.

5. Every person you meet on the internet is always exactly who they say they are in their profile picture.

Answer: B) False
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This addresses the sophisticated concept of digital deception and teaches children to verify digital identities with
trusted guardians.

6. Your tablet starts making a loud buzzing sound and shows a scary red face. What is your first ‘Safety
Step™?

Answer: B) Turn it off and tell a teacher

This mirrors professional incident response: isolating the device (turning it off) and reporting the threat to a
supervisor (adult).

7. When you want to download a new app, you should look for the seal that shows an adult has
checked it for safety.

Answer: A) Approved

Recognizing 'verification' helps students learn that not all software is trustworthy and that third-party validation is a
key security layer.

8. A screen pops up asking for your ‘Grandma's Phone Number' to keep playing. What should you do?
Answer: C) Close the screen immediately

Advanced safety logic for Pre-K involves identifying that any request for contact information is a 'red flag' and requires
immediate exit/help.

9. Taking a picture of your school's name and posting it online is a safe way to show your friends where
you go.

Answer: B) False

Geotagging and visual landmarks can reveal a child's location. Synthesis of safety means understanding that 'where
I am'is private data.

10. Before you share a photo of your face, you must ask a for permission to make sure it is safe.

Answer: A) Grown-up

Establishing a 'human-in-the-loop' protocol ensures that children don't accidentally leak biometric data (their face)
without oversight.
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